
1. INFORMATION COLLECTION AND USE  

We collect information about visitors to our Site so that we can provide an experience that is responsive 

to our users' and customers' needs. We do not collect medical information or credit card information 

through our Site. Our Site uses a contact form in which you give us personal information including your 

name, telephone number, and email address so you can inquire about out services. Any information 

entered on this Webform will not be used to initiate SMS, only for calling.  

We do not store any information you enter on our Site, or give us in any other way, including through 

email, telephone, or other communications. In the event you choose to continue working with Karen 

Bieniek Counseling, your information will be stored in your personal file in a secure HIPAA compliant 

electronic health record. You do not need to give us any personal information in order to use our Site. We 

will not sell, share, trade or otherwise use any personal information you provide with third parties without 

consent, except when legally required to do so. To opt out of future communication, send an email to 

Info@karenbieniekcounseling.com  

We may also collect non-personally identifiable information about you, such as your use of our web sites, 

communication preferences, aggregated data relative to your Services. We may use or disclose aggregate 

information only where no individual is identified for a number of purposes, including: (a) Compiling 

aggregate statistics of usage for improving the web site; and (b) Developing, maintaining and administering 

the web site.  

2. SECURITY  

This Site has security measures in place to protect against the loss, misuse or alteration of the information 

under our control. We encrypt the transmission of that information using secure socket layer technology 

(SSL).  

We follow generally accepted standards to protect the personal information submitted to us, both during 

transmission and once we receive it. No method of transmission over the Internet, or method of electronic 

storage, is one hundred percent (100%) secure, however. Therefore, we cannot guarantee its absolute 

security.  

3. GOOGLE ANALYTICS AND COOKIE  

We may use a tool called “Google Analytics” to collect information about use of this Site, such as how 

often users visit the Site, what pages they visit when they do so, and what other sites they used prior to 

coming to this Site. Google Analytics collects only the IP address assigned to you on the date you visit this 

Site, rather than your name or other identifying information. Google Analytics plants a permanent cookie 

on your web browser to identify you as a unique user the next time you visit this Site. This cookie cannot 

be used by anyone but Google, Inc. The information generated by the cookie will be transmitted to and 

stored by Google on servers in the United States.  

We use the information received from Google Analytics only to improve services on this Site. We do not 

combine the information collected through the use of Google Analytics with personally identifiable 

information. Google’s ability to use and share information collected by Google Analytics about your visits 

to this Site is restricted by the Google Privacy Policy http://www.google.com/policies/privacy. You can 



prevent Google Analytics from recognizing you on return visits to this Site by disabling the Google Analytics 

cookie on your browser.  

4. TRANSFER OF DATA ABROAD  

If you are visiting this Site from a country other than the country in which our servers are located, your 

communications with us may result in the transfer of information across international boundaries. By 

visiting this Site and communicating electronically with us, you consent to such transfers.  

5. COMPLIANCE WITH LAWS AND LAW ENFORCEMENT  

We cooperate with government and law enforcement officials and private parties to enforce and comply 

with the law. We will disclose any information about you to government or law enforcement officials or 

private parties as we, in our sole discretion, believe necessary or appropriate to respond to claims and 

legal process (including without limitation subpoenas), to protect our property and rights or the property 

and rights of a third party, to protect the safety of the public or any person, or to prevent or stop activity 

we consider to be illegal or unethical. We will also share your information to the extent necessary to 

comply with ICANN's rules, regulations and policies.  To the extent we are legally permitted to do so, we 

will take reasonable steps to notify you in the event that we are required to provide your personal 

information to third parties as part of legal process.  

6. BUSINESS TRANSFERS  

If the Company is involved in a merger, acquisition or asset sale, Your Personal Data may be transferred. 

We will provide notice before Your Personal Data is transferred and becomes subject to a different Privacy 

Policy.  

7. CHANGES IN OUR PRACTICES  

We reserve the right to modify this Privacy Policy at any time. If we decide to change our Privacy Policy, 

we will post those changes to this Privacy Policy and any other places we deem appropriate, so that you 

are aware of what information we collect, how we use it, and under what circumstances, if any, we disclose 

it. 


